
Business Continuity Policy

(Insert Name of Organisation) recognises that unplanned events/emergencies can have a devastating effect on all organisations and particularly small ones. Crises such as fire, damage to premises/stock, illness of key staff or IT system failure could all make it difficult or even impossible to carry out normal day-to-day activities and services.
The aim of this policy is to describe how (Insert Name of Organisation) intends to mitigate the effect of any incident that causes a severe disruption to the working environment of its services.

 (Insert name of Organisation) will develop, implement and maintain a Business Continuity Plan to try to ensure the effective availability of essential services in the event of an emergency or disaster.

The organisation aims to:

· Prioritise peoples safety

· Maintain essential services

· Protect buildings and their contents

The source of the disruption may be internal such as loss of key staff or a technical systems failure or it may be an external influence such as a weather-related or utility-related incident.

(Insert name of Organisation) will:

· Identify our vulnerabilities and where we are exposed

· Look at ways of reduce our exposure 
· Be prepared by having alternative arrangements in place and knowing what to do
Whilst (Insert name of Organisation) believes that all its work is essential we will prioritise the order in which to recover our services and use our resources in order to continue to deliver those critical services.
· When a business continuity event is declared, (Insert name of Organisation) will implement a predetermined plan using trained and equipped staff
· Staff and resources located outside the area affected by the emergency or threat will be available as necessary to continue critical activities and plans will be put in place when premises are affected by the emergency
· Recognition that normally available staff members may be rendered unavailable by a disaster or its aftermath, or may be otherwise unable to participate in the recovery

· Procedures are sufficiently detailed so someone other than the person primarily responsible for the work can follow them

· Recognition that a disaster may require service users, clients and other agencies to function with limited support and some degradation of service until full recovery is made.

(Insert name of Organisation) will ensure that all staff, board/committee members and service users are aware of the Business Continuity Policy and Plan and relevant people will receive training in implementing them.

In the event of a crisis occurring (Insert name of Organisation) will contact our insurance company as appropriate. Contact will also be made with key funders and other partners and (Insert name of Organisation) will keep them informed.
This policy and plan will be reviewed on a regular basis.

Date Policy and Plan Adopted:

Policy and Plan Review Date: 

Business Continuity Plan

The following plan will help our organisation to:
· Define and prioritise the crucial services/activities of our organisation
· Identify potential crises that may affect us
· Agree how we will minimise the risk of these crises happening
· Set out how we will respond if a crisis does occur 
· Identify Key Contacts during an emergency

(Insert name of Organisation) will use the following forms to identify the possible crises, their impact on services/activities, the likelihood of the crises occurring and the resources required to manage the crises.
Impact Analysis

To complete the following it may be helpful to think of the worst possible scenarios and how they might debilitate your organisation. It is also important to think about them from the perspective of your service users and how they might be affected by each potential crisis.
Having done this identify what resources will be needed to manage the crisis.
	Possible Crisis:
	


Effect on Service/Activities:

	Time
	Effect on Service:

	First 24 hours
	·  

	24 – 48 hours
	·  

	Up to 1 week
	·  

	Up to 2 weeks
	·  


Resource Requirements to Manage the Crisis:

	Time
	No. of staff
	Relocation?
	Resources required
	Data required

	First 24 hours
	
	
	· 
	· 

	24 – 48 hours
	
	
	· 
	· 

	Up to 1 week
	
	
	· 
	· 

	Up to 2 weeks
	
	
	· 
	· 


Impact Analysis

	Possible Crisis:
	


Effect on Services/Activities:
	Time
	Effect on Service:

	First 24 hours
	·  

	24 – 48 hours
	·  

	Up to 1 week
	·  

	Up to 2 weeks
	·  


Resource Requirements for Management of Crisis:
	Time
	No. of staff
	Relocation?
	Resources required
	Data required

	First 24 hours
	
	
	· 
	· 

	24 – 48 hours
	
	
	· 
	· 

	Up to 1 week
	
	
	· 
	· 

	Up to 2 weeks
	
	
	· 
	· 


Likelihood of Crises Happening 
To complete this form grade the probability of each possible crisis occurring using a risk scoring system such as HIGH, MEDIUM, LOW. As a means of helping possible crises have been listed – delete the ones that do not apply and include others that do.
Identify what steps your organisation can take to minimise/mitigate the crisis from happening

	Crisis
	Risk Score
	Mitigation possible
	Mitigation in  Place

	Natural Disasters (e.g. flooding, wind damage)
	· 
	· 
	· 

	IT Failure
	· 
	· 
	· 

	Loss of utilities(gas, electric, water)
	· 
	· 
	· 

	Fire
	· 
	· 
	· 

	Loss of/restricted use of premises
	· 
	· 
	· 

	Loss/illness of key staff
	· 
	· 
	· 

	Crises affecting suppliers
	· 
	· 
	· 

	Outbreak of disease or infection
	· 
	· 
	· 

	Terrorist attack
	· 
	· 
	· 


Key Function Priority List

This list can be used during an emergency to assist your decision making when compiling an Action Plan as to which key functions the organisation needs to get operating as quickly as possible.
	Priority
	Key Function

	1
	

	2
	

	3
	

	4
	

	5
	

	6
	

	7
	

	8
	

	9
	

	10
	


Emergency Response Checklist
For use during an emergency

	· Start a log of actions taken:
	

	
	

	· Liaise with emergency services:
	

	
	

	· Identify any damage and inform insurance company:
	

	
	

	· Identify functions disrupted:
	

	
	

	· Convene your response / recovery Team:
	

	
	

	· Provide information to staff:
	

	
	

	· Decide on course of action:
	

	
	

	· Communicate decisions to staff, service users and other partners:
	

	
	

	· Provide public information to maintain reputation and business:
	

	
	

	· Arrange a debrief:
	

	
	

	· Review Business Continuity Plan:
	


Key Contact Sheet

	Contact
	Office Number
	Mobile Number
	Useful information

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Log Sheet

	Date
	Time
	Information / Decisions / Actions 
	Initials

	
	
	
	


This model policy should be adapted as relevant to your organisation.  Reasonable efforts are made to keep the information up to date and correct, but no responsibility for its accuracy and correctness, or for any consequences of relying on it, are assumed by Links.
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